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General Notes 
Cb Defense Sensor version 1.0.7 is a GA (General Availability) release for the Windows 
operating system only.  Note that these notes are ​cumulative​ , and provide information on 
all 1.0.x releases since 1.0.6 (228). 
 

New Features  
There are no new new features introduced in this release. 

 

Known Issues and Caveats 
The following section lists known issues in this version of Cb Defense Sensor. 
 

ID Description 

CIT-10498 Powershell script name not detected 

 

Issues Resolved in 1.0.7 
 

ID Description 

CIT-10737 Improved expedited-reputation-request origination and handling when 
backend unreachable 

CIT-9854 Improved throttling of events sent to backend 

CIT-9507 Reduce Cb Defense Sensor’s memory and disk usage 

CIT-8419 Incorrect IP Address information shown in Cb Defense Dashboard UI 

CIT-9883 Database access error 

 

Issues Resolved in 1.0.6 (228) 
 

ID Description 



 

CIT-10009 Internet Explorer 11 crash on Windows 10 

CIT-10078 Opening of files in shared document repository blocked 

CIT-9452 Parent processes identified incorrectly 

 


